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* * * First Change * * * *
[bookmark: _Toc91863331]11	MC gateway UE 
Editor's Note:	This clause captures the sub clauses required for MC gateway UE function. Further sub clauses can be introduced on need basis.
[bookmark: _Toc91863332]11.1	General
[bookmark: _Hlk46387826]An MC gateway UE enables MC service access for a MC service user residing on non-3GPP capable devices and for devices which are unable to host MC service clients. In order to be able to participate in a MC service, the MC gateway UE provides the following necessary functions to enable the MC service access for such MC clients:
-	MC gateway client to MC gateway association: Authorised binding and use of non-3GPP based access with an MC service client. Indicate associated MC gateway clients when the MC gateway UE cannot serve the connected MC service clients (any longer).
-	3GPP transport resources: Sharing of MC gateway UE 3GPP transport resources among the associated MC service clients.
-	MC client identification: Independent MC service client identification, MC service client authorisation and MC service profile association.
-	Location Management: Providing location management support for the associated MC clients to handle the location information and triggers related to 3GPP access network.
-	MC client communication integrity: Ensure that signalling, media content and traffic attributes, e.g. priority and QoS, of communications between the MC system and MC service client remains unaltered.
The following functions are provided by the MC gateway client:
-	MC gateway association: Allowing an MC gateway client to simultaneously bind to multiple MC gateway UEs.
-	MC service selection: Choose between multiple MC gateway UEs for the required MC service capability.
-	MC service continuation: Enables reselection of the MC gateway UE association while MC service continues.
[bookmark: _Toc91863333]NOTE:	Further information about MC gateway UE selection are summarized in Annex D.
[bookmark: _Toc91863339]* * * Next Change * * * *
11.5	Procedures and information flows
[bookmark: _Toc91863340]11.5.1	Connection authorisation mechanisms
[bookmark: _Toc91863341]11.5.1.1	General
[bookmark: _Hlk87944853][bookmark: _Toc81988269][bookmark: _Toc81988270]The connection of non-3GPP devices via an MC gateway UE require authorisation verification by the MC system. Two different types of non-3GPP devices are supported, those which can host MC service client and those which cannot host MC service clients.11.5.1.2	Connection authorisation for non-3GPP devices that host an MC client
[bookmark: _Toc91863342]11.5.1.2.1	General
[bookmark: _Hlk56494846]The solution is applied to non-3GPP devices which can host an MC client. The MC server performs authorization for the use of the MC gateway UE by the MC client, i.e. the binding between the MC gateway UE and the MC client is authorized and controlled by the MC server.
[bookmark: _Toc81988271][bookmark: _Toc91863343]11.5.1.2.2	Information flows
[bookmark: _Toc81988272][bookmark: _Toc91863344]11.5.1.2.2.1	Connection authorization request
Table 11.5.1.2.2.1-1 describes the information flow connection authorization request sent from the MC client, which resides on a non-3GPP device, to the MC gateway UE, and from the MC gateway UE to the MC server.
Table 11.5.1.2.2.1-1: Connection authorization request
	Information element
	Status
	Description

	GW MC service ID
	M
	The GW MC service ID of the requesting MC service user.

	NOTE:	The GW MC service ID indicates for which MC service the connection is to be authorised.



NOTE:	The MC service ID used for MC service authorisation and the GW MC service ID used for connection authorization may have different values. Both identities are configured by the Mission Critical Organisation.
[bookmark: _Toc81988273][bookmark: _Toc91863345]11.5.1.2.2.2	Connection authorization response
Table 11.5.1.2.2.2-1 describes the information flow connection authorization response sent from the MC server to the MC gateway UE, and from the MC gateway UE to the MC client residing on a non-3GPP device.
Table 11.5.1.2.2.2-1: Connection authorization response
	Information element
	Status
	Description

	GW MC service ID
	M
	The GW MC service ID of the requesting MC service user.

	Response
	M
	Result of the connection authorization request, service feasibility, and connection evaluation.



[bookmark: _Toc81988276][bookmark: _Toc91863346]11.5.1.2.3	Connection authorisation procedure
The procedure for connection authorisation via an MC gateway UE towards an MC server is shown in figure 11.5.1.2.3-1.
Pre-conditions
-	The MC service user wishes to have access to MC services using a non-3GPP device.
-	The MC client has been configured with the necessary parameters needed for connectivity with the MC gateway UE.
-	The MC client has been provided with an appropriate GW MC service ID.
-	The MC gateway UE has performed service authorization for one or more MC services with the MC system.
-	The MC service user has selected an MC gateway UE or alternatively, the MC client has performed a selection by internal criteria.
NOTE:	The internal criteria are outside the scope of the present document.

Figure 11.5.1.2.3-1: Connection authorisation with an MC server via an MC gateway UE
1.	The MC client requests connection authorization via the MC gateway UE with an MC server. The client of the MC service user provides the GW MC service ID.
2.	The MC gateway UE checks whether the requested MC service, as indicated by the GW MC service ID, is supported by the MC service gateway. The MC gateway UE may also check whether sufficient resources are avaible available or if any other local criteria are met. If the MC service is supported, the procedure continues with step 3, otherwise the procedure proceeds with step 7.
NOTE:	Further information to the MC gateway UE selection is in Annex D.
3.	The MC gateway UE sends the connection authorization request to the MC server.
4.	The MC server performs an authorization check, to verify that access via the MC gateway UE is permitted.
5.	The MC server sends the connection authorization response to the MC gateway UE.
6.	The MC gateway UE marks the MC client as authorized to have MC service access via the MC gateway UE.
7.	The MC gateway UE sends the connection authorization response to the MC client.
After successful connection with the MC gateway UE, the MC client has access to the MC server and may continue with user authentication and service authorization.
If the MC service user wishes to have access to another MC service, the above procedure is repeated. The MC service user may select a different MC gateway UE for the new MC service, if multiple MC gateway UEs are available.


* * * Next Change * * * *
Annex D (informative):
Consideration MC gateway UE selection
D.1		General
Operating conditions can influence the selection and the use of the MC gateway UE and its response/decision on providing an MC client connection to the MC server. Potential conditions should be verified by the MC gateway UE when sending connection notification, and upon reception of the connection authorization response.
Such status information can be considered by the MC client either to associate with another MC gateway UE (e.g. with better operating conditions for the requested service), or to re-associate to the same MC gateway UE (e.g. reattempt association after a certain time).
D.2		Potential Conditions
Possible operating conditions information could belong to one of the following categories:
MC gateway UE capacity limits
The MC gateway UE might not be able to allow MC clients to associate when the limit of connected MC clients has been reached.
3GPP access congestion
The MC gateway UE can make use of to the special Categories/Access Identity, the preferential access applies based on its assigned Access Control Class/Access Identity during periods of congestion. The MC gateway UE subscription allows to obtain priority treatment for the required communication.

Nevertheless, the serving access network can indicate to the UEs (including MC gateway UE) that Access Class Barring applies and this can passed by the MC gateway UE to the associated MC client.

PLMN reselection and migration 
Depending on operator policy, roaming agreements, and on national/regional regulatory requirements MC gateway UE disassociation and re-association with the corresponding MC server are necessary (e.g. to handle the IP connectivity, QoS, etc.).
Network status information
If the network status information of an EPS/5GS capability available at MC gateway UE, it can be further propagated to the corresponding associated MC clients for further processing (e.g. if the requested QoS for service can be provided for MC client or not).



* * * Next Change * * * *
Annex D E(informative):
Change history


* * * End of Change * * * *

image1.emf
1. Connection 

authorization request

MC client

MC gateway 

UE

MC server

2. Service check

7. Connection 

authorization response

3. Connection 

authorization request

4. Authorization check

5. Connection 

authorization response

6. Mark MC client as authorized


